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INSTITUTOD DISTRITAL
DE LAS ARTES

IDARTES

BOGOT/\

Bogota D.C, miércoles 31 de diciembre de 2025

PARA: MARIA CLAUDIA PARIAS DURAN
Directora General
DE: ELEANA MARCELA PAEZ URREGO

Asesora de Control Interno (E)

ASUNTO: Remisién informe final de la Auditoria al Modelo de Seguridad y Privacidad de la
Informacién MSPI IDARTES 2025 y los Sistemas de Informacion de PANDORA-ORFEO

Cordial saludo,

De manera atenta anexo a esta comunicacion el informe final de la auditoria al Modelo de
Seguridad y Privacidad de la Informacion MSPI IDARTES 2025 y los Sistemas de Informacion de
PANDORA-ORFEO, cuyo el objetivo correspondio a “Evaluar la conformidad y la eficacia del
Sistema de Gestion de Seguridad y Privacidad de la Informacién (SGSPI) de IDARTES,
incluyendo la gestion de riesgos de ciberseguridad y la proteccion de datos personales.”

Cabe detallar que el ejercicio de auditoria arroj6 un total de nueve (9) observaciones. Una vez
remitido el informe preliminar a la Oficina Asesora de Planeacion y Tecnologias de la
Informacidn, se obtuvo la respuesta de aceptacion correspondiente; asimismo, los resultados
fueron socializados con los jefes de las unidades de gestion mencionadas en dichos hallazgos..

A continuacion, se presentan las observaciones:

# | OBSERVACION DESCRIPCION DETALLADA POSIBLE
RESPONSABLE

1 | Vacancia del El cargo de "Profesional Universitario” creado | Talento
Rol de Oficial para liderar el MSPI esta vacante desde | Humano/
de Seguridad septiembre de 2025. Esta brecha en la| OAPTI
(CISO) gobernanza genera un riesgo critico en la gestion

estratégica y la transicion normativa.

2 | Manejo Uso de archivos Excel con datos financieros y | Talento
Inseguro de personales sensibles compartidos via Gmail sin | Humano
Informacion de | clasificacion, cifrado, ni proteccion por | (NOmina)
Némina contrasefla, contraviniendo los controles de

transferencia segura.

3 | Deficiencia en El sistema SAl (Sin Capital) opera bajo un | OAPTI/
Atributos del enfoque netamente contable y administrativo. | Almacén
Inventario de Carece de campos para la clasificacion de
Activos seguridad (Confidencialidad, Integridad vy

Disponibilidad).
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OBSERVACION DESCRIPCION DETALLADA POSIBLE
RESPONSABLE

la falta de herramientas tipo SIEM o EDR.

Falta de El desarrollo de software (ej. SIF) utiliza Scrum | OAPTI (Gestion
Metodologia de | para agilidad, pero no integra un ciclo de vida de | de Software)
Desarrollo desarrollo seguro (SDLC) ni metodologias
Seguro técnicas como OWASP para prevenir

vulnerabilidades desde el disefio.
Deficiencia en Inexistencia de "Playbooks" técnicos | OAPTI
Deteccion y documentados para escenarios de alto impacto. | (Seguridad
Respuesta a El reporte de "Cero Incidentes" sugiere una | Informatica)
Incidentes incapacidad técnica de deteccién profunda ante

acumulacion de privilegios.

Desconexién en | Los lideres de procesos funcionales desconocen | Lideres de
la Propiedad de | o niegan poseer riesgos de TI. La OAPTI | Proceso/
los Riesgos gestiona la matriz de riesgos de forma técnica sin | OAPTI

una notificacion formal ni aceptacion de riesgos

residuales por parte de los duefios del negocio.
Vacio en la Incertidumbre administrativa entre Juridica y | Subdireccion
Gobernanza de | Planeacion tras la salida del abogado encargado. | Juridica /
Proteccidén de Actualmente no hay un responsable (OPD) para | OAPTI
Datos la actualizacion de la politica ni el reporte de

novedades ante la SIC.
Debilidad en No existe una matriz de perfiles estandarizada | Gestion
Estandarizacion | para Orfeo. Las activaciones funcionales se | Documental /
de Roles realizan de forma manual y "ad-hoc" segun | OAPTI
(Orfeo) criterio de cada jefe, incrementando el riesgo de

Ausencia de
Controles en
Plataformas

Externas

Dependencia critica de plataformas
administradas por la Secretaria de Cultura
(CultuRed) sin memorandos de entendimiento
técnicos, protocolos de acceso o acuerdos de
nivel de servicio (SLA) formalizados.

OAPTI |/
Subdireccion
Juridica

Anexo a esta comunicacién se envia:

¢ |Informe Final de Auditoria al MSPI 2025.pdf
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INTRODUCCION

El presente informe de auditoria interna se deriva de la evaluacidén sistematica
realizada al Sistema de Gestion de Seguridad y Privacidad de la Informacion
(SGSPI) del Instituto Distrital de las Artes — IDARTES, enfocandose en los procesos
y los sistemas de informacion PANDORA y ORFEQO. En cumplimiento del Objetivo
Estratégico N°11 de la entidad, orientado a fortalecer la infraestructura tecnoldgica
y mejorar la prestacion del servicio a la ciudadania, este ejercicio se desarrolla en
un contexto donde las entidades publicas enfrentan una exposicion creciente a
incidentes de seguridad digital que pueden afectar su funcionamiento operativo. La
auditoria se fundamenta en la transicion institucional hacia la norma internacional
NTC-ISO/IEC 27001:2022 y la adopcion de los nuevos lineamientos del Modelo de
Seguridad y Privacidad de la Informacién (MSPI) del Ministerio de Tecnologias de
la Informacién y las Comunicaciones (MinTIC), establecidos en las Resoluciones
500 de 2021 y 02277 de 2025. A traves del analisis del ciclo PHVA (Planear, Hacer,
Verificar y Actuar), se busca no solo verificar la conformidad técnica y legal, sino
también identificar oportunidades estratégicas para mitigar riesgos de
ciberseguridad, proteger datos personales y elevar el nivel de madurez de la
seguridad digital en la entidad.

1. OBJETIVO

Evaluar la conformidad y la eficacia del Sistema de Gestidon de Seguridad y
Privacidad de la Informacion (SGSPI) de IDARTES, enfocandose en la gestion de
riesgos y la proteccion de datos personales, en los procesos criticos y los Sistemas
de Informacion Pandora y Orfeo, utilizando como criterios la norma NTC ISO/IEC
27001:2022 y el Modelo de Seguridad y Privacidad de la Informacion (MSPI) del
MinTIC.

Objetivos Especificos

Verificacion de Sistemas Criticos: Auditar la implementacion y operacion de
los controles de seguridad en los Sistemas de Informacion Pandora y Orfeo,
con el fin de verificar su alineacién con el Anexo A de la norma ISO/IEC
27001:2022 y los controles tecnoldgicos establecidos en el MSPI 2025.

Evaluacion Integral y Madurez: Evaluar la eficacia del SGSPI bajo el ciclo
PHVA e identificar brechas y no conformidades, en el proceso de Gestion de
la Proteccion de Datos Personales, permitiendo determinar el nivel de
madurez actual de la entidad frente a los riesgos de seguridad de la
informacion.
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2. ALCANCE

El alcance de la auditoria comprende la evaluacién integral de las cinco fases
operativas del Modelo de Seguridad y Privacidad de la Informacion (MSPI):
Diagnéstico (Analisis GAP), Planificacion, Operacion, Evaluacion de Desempefio y
Mejoramiento Continuo. La verificacion incluye la gestion estratégica de activos de
informacion, el proceso sistematico de valoracidn y tratamiento de riesgos de
seguridad digital. De igual manera, el alcance integra el examen detallado de los
lineamientos transversales de seguridad de la informacion, el ciclo de vida de la
gestion de incidentes, los controles de la seguridad en la relacion con proveedores
de TIC y los controles especificos para el uso de servicios en la nube, garantizando
en todo momento la alineacién con los estandares de la norma ISO/IEC 27001:2022
y el marco juridico nacional proferido por el MinTIC.

3. METODOLOGIA

La metodologia aplicada, se fundamento en las directrices de la normativa de
auditoria, siguiendo un enfoque sistematico, independiente y basado en evidencias
para garantizar la integridad y objetividad del proceso de evaluacion. El ejercicio se
desarroll6 a través de la ejecucion de entrevistas personales y virtuales, con los
lideres y funcionarios de los procesos de la entidad; utilizando plataformas de
conexiéon remota y encuentros presenciales para la recoleccion de testimonios
técnicos y operativos. Se realizo complementariamente, un analisis documental
exhaustivo de las evidencias, registros y manuales aportados por los auditados y
almacenados en los sistemas de informacion PANDORA y ORFEO, verificando de
manera rigurosa su conformidad frente a los requisitos obligatorios de la norma
ISO/IEC 27001:2022 y los lineamientos del MSPI 2025.

4. CRITERIOS

Los criterios que sustentan el presente ejercicio de auditoria, se fundamentan
principalmente en la Norma Técnica Colombiana NTC-ISO/IEC 27001:2022, la cual
establece los requisitos para el Sistema de Gestidn de Seguridad de la Informacion
(SGSI). Asimismo, se integra el cumplimiento estricto de la Ley 1581 de 2012 y sus
decretos reglamentarios, que rigen la proteccion de datos personales en el territorio
nacional. En alineaciéon con el marco desarrollado por MINTIC, se evalud la
observancia de la Politica de Gobierno Digital y los lineamientos del Modelo de
Seguridad y Privacidad de la Informacién (MSPI) dictados por el MinTIC a través de
las Resoluciones 500 de 2021 y 02277 de 2025. Finalmente, la auditoria contrasté
las operaciones frente a las Politicas internas de Seguridad de la Informacion de
IDARTES, incluyendo la Politica de Seguridad (GTI-POL-02), la Politica de
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Privacidad, y los manuales de gestién de riesgos y contratacion vigentes en la
entidad.

5. RIESGOS DE AUDITORIA

Ceguera Operativa: Riesgo de asumir que "no existen incidentes" debido a la falta
de herramientas de deteccion proactiva, o que podria ocultar compromisos de
seguridad silenciosos.

Muestreo: La revision de expedientes y equipos se realizé por muestreo, por lo que
podrian existir desviaciones no detectadas en la totalidad del universo de datos.

6. RESULTADOS DE LA AUDITORIA

6.1. FORTALEZAS

Infraestructura de Red Robusta: Se evidencia una arquitectura de red (item
20) bien segmentada por VLANs, con equipos perimetrales en Alta
Disponibilidad, lo que garantiza la resiliencia operativa.

Alineacion Estratégica e Interoperabilidad: Existe una fuerte articulacion con
el Plan de Desarrollo Distrital y la Alta Consejeria TIC. La entidad ha adoptado
el uso de X-Road para interoperabilidad y ofrece servicios de datos,
demostrando madurez en el Gobierno Digital.

Gestion de Backups y Activos: Se cumple rigurosamente con la politica de
copias de seguridad (item 15) y se mantiene un inventario de activos de
informacién consolidado y publicado (item 13), lo cual es la base para cualquier
estrategia de defensa.

Cultura de Inventario: Los procesos misionales (Teatros, Escenarios) tienen
claridad sobre sus activos fisicos y tecnoldgicos, facilitando la trazabilidad.

Alineacion Estratégica y Gobernanza: Se evidencia que el Modelo de
Seguridad y Privacidad de la Informacion (MSPI), esta plenamente alineado con
el Plan Estratégico Institucional y el Plan de Desarrollo Distrital. La entidad utiliza
el Plan Estratégico de Tecnologias de la Informacion (PETI), como una hoja de
ruta dinamica que integra las recomendaciones de la Alta Consejeria Distrital de
las TIC, para fortalecer la transparencia y la seguridad digital.

Cultura Organizacional y Capacitacion: Existe un compromiso sélido con la
formacion del personal, integrando formalmente el MSPI dentro del Plan
Institucional de Capacitaciones (PIC). Esto se complementa con estrategias de
uso y apropiacion alineadas a la arquitectura empresarial, que incluyen charlas
especificas sobre la transicion a la norma ISO 27001:2022 y evaluaciones de
conocimiento antes y después de las capacitaciones.
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e Segregaciéon de Funciones y Control de Acceso: Los sistemas de informacion
criticos, como SIF, SiCapital (médulo Perno) y Orfeo, cuentan con una estructura
definida de roles y perfiles. El acceso a funciones sensibles (como la liquidacion
de némina o radicacién de procesos disciplinarios) esta restringido a personal
autorizado y es validado periddicamente por los jefes inmediatos a través de la
mesa de servicio.

e Gestion del Ciclo de Vida de los Activos: La entidad dispone de
procedimientos estandarizados para la identificacion, placa y control de
inventarios de bienes fisicos (hardware) a través del modulo SAI/SiCapital. Al
mismo tiempo, destaca el proceso de "Baja de Bienes", el cual exige un concepto
técnico del area de tecnologia para asegurar el resguardo o borrado de la
informacion antes de la disposicion final de los equipos.

e Legalidad y Proteccion de Datos de Terceros: Se identifican mecanismos
robustos para garantizar la privacidad, tales como la inclusion de clausulas de
confidencialidad en los contratos de vigilancia, aseo, alianzas comerciales y para
los jurados del banco de expertos. De igual forma, el proceso de formacion
artistica (Nidos y Crea) aplica protocolos estrictos y formatos especificos para la
autorizacion del uso de imagen y tratamiento de datos de nifios, nifias y
adolescentes.

e Monitoreo y Resiliencia Tecnoldgica: La entidad realiza un monitoreo
proactivo mediante herramientas de analisis de vulnerabilidades (Nessus) y
cuenta con un esquema de copias de seguridad diarias en la madrugada para
plataformas criticas. Adicionalmente, IDARTES participa en pilotos de monitoreo
de seguridad (SOC/CERT) 24/7 con la Alta Consejeria Distrital para detectar
amenazas en tiempo real sobre servicios transversales.

6.2. CUMPLIMIENTOS
e Gestion Proactiva de Vulnerabilidades Técnicas

La entidad demuestra un cumplimiento sdélido del control A.8.8 (Gestion de
vulnerabilidades técnicas,) mediante la ejecucion sistematica de escaneos
periodicos en ciclos definidos (julio y noviembre de 2025). Este ejercicio abarca el
nucleo de la infraestructura digital, incluyendo aplicaciones criticas para la
misionalidad como Orfeo y Pandora, asi como el ecosistema de servicios web
institucionales, utilizando herramientas especializadas como Nessus para
garantizar un estado de "sanitizacion" técnica.
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Este proceso trasciende la deteccion, pues se integra en un flujo de remediacion
documentado donde los hallazgos criticos y altos, son priorizados para su atencion
por las areas de infraestructura y desarrollo. Al finalizar cada ciclo, se realizan
pruebas de re-testeo, para validar la efectividad de las correcciones, lo que asegura
que el riesgo residual se mantenga dentro de los niveles de aceptacion institucional
y se cumpla con la fase de Evaluacion de Desempeiio del MSPI.

e Trazabilidad y Control del Ciclo de Vida de Identidades

IDARTES asegura una correlacion efectiva entre la gestion administrativa y la
seguridad légica conforme a los controles A.5.16 (Gestion de la identidad) y A.5.18
(Derechos de acceso). Se evidencia que toda creacion, modificacidn o revocacion
de cuentas en el Directorio Activo, nace de una solicitud formal en la Mesa de Ayuda
(GLPI), la cual requiere la autorizacion explicita del superior o jefe inmediato,
garantizando que cada acceso cuente con un soporte administrativo y una
justificacion por necesidad del proceso.

Esta dinamica permite mantener una trazabilidad completa sobre el historial de
accesos, facilitando procesos de auditoria y reduciendo la probabilidad de
existencia de "cuentas huérfanas" o accesos no autorizados. Por lo demas, la
segregacion de funciones se fortalece al vincular las funcionalidades de los
aplicativos (como en el médulo Perno o SIF) con roles especificos aprobados desde
el ingreso del funcionario, cumpliendo rigurosamente con la politica de minimo
privilegio.

¢ Monitoreo Centralizado y Resiliencia de Terminales

La entidad ha robustecido su capacidad de deteccion y respuesta mediante la
implementacion de un esquema de registros centralizado en la herramienta de
ORION, alineado al control A.8.15 (Registros de eventos). Esta arquitectura permite
la agregacion de logs de diversos componentes de la infraestructura, facilitando la
identificacion proactiva de anomalias y el monitoreo constante de la salud de la red
en tiempo real.

Se adiciona, la garantia de la proteccion del perimetro final con el monitoreo de
antivirus en mas de 900 estaciones de trabajo, asegurando que los dispositivos de
los colaboradores, mantengan firmas actualizadas y controles de integridad. Esta
estrategia de monitoreo se ve potenciada por la participacion en pilotos de seguridad
con la Alta Consejeria Distrital de las TIC, lo que eleva la postura de ciberseguridad
institucional hacia un modelo de vigilancia 24/7, fundamental para la fase de
Operacion del MSPI

e Alineacién del MSPI con la Estrategia Institucional




ALCALDIA MAYOR
DE BOGOTA D.C.
CULTURA RECREACION Y DEPORTE
Instituto Distrital de las Artes

EVALUACION INDEPENDIENTE

Cadigo: EI-F-02

Fecha: 11/03/2023

FORMATO

Version: 3

INFORME AUDITORIA DE GESTION Pagina: 8 de 24

La entidad demuestra una integracion efectiva entre el Modelo de Seguridad y
Privacidad de la Informacion (MSPI) y su planeacion estratégica. Los objetivos de
seguridad se encuentran alineados con el Plan Estratégico de Tecnologias de la
Informacion (PETI), el cual a su vez responde a las metas del Plan de Desarrollo
Distrital y las directrices de la Alta Consejeria Distrital de las TIC.

Este cumplimiento se evidencia mediante el seguimiento cuatrimestral de las
actividades de seguridad reportadas ante el Comité Institucional de Gestion vy
Desempefio. La aprobacién formal de estos avances por la alta direccion asegura
que la seguridad de la informacién no sea un esfuerzo aislado, sino un componente
transversal de la gobernanza institucional.

¢ Institucionalizacién de la Capacitaciéon en Seguridad

IDARTES ha logrado incluir la seguridad de la informacion, dentro del Plan
Institucional de Capacitaciones (PIC). Se realizan charlas y jornadas de
sensibilizacion, ejecutadas desde la oficina de planeacion para toda la comunidad
de colaboradores, abordando temas criticos como la transicién a la norma I1SO
27001:2022 y la gestion de datos personales.

Para garantizar la efectividad de estas acciones, la entidad utiliza formatos de
asistencia y realiza evaluaciones de conocimiento antes y después de las sesiones.
Este enfoque permite medir el nivel de apropiacion de los conceptos de seguridad
por parte del personal, cumpliendo con el requisito de toma de conciencia de la
norma internacional.

e Formalizacién y Control del Teletrabajo

Existe una politica de teletrabajo codificada y disponible para consulta en la Intranet
institucional, la cual regula el acceso a esta modalidad, mediante convocatorias
formales y la validacion de un comité técnico. El proceso garantiza que el trabajo
remoto se realice bajo condiciones controladas y aprobadas administrativamente.

Como control preventivo, la Oficina de Tecnologias de la Informacién (OPTI) realiza
inspecciones técnicas obligatorias a los equipos y la conectividad de los
teletrabajadores antes de su autorizacion. Adicionalmente, el personal recibe
capacitacion especifica sobre el manejo seguro de la informacion fuera de las
instalaciones fisicas, asegurando la resiliencia del perimetro l6gico.

e Segregaciéon de Funciones en Sistemas Criticos

Se evidencia una robusta segregacién de funciones en el manejo de aplicativos
sensibles como SIF y SiCapital (médulo Perno). El acceso se basa enroles y perfiles
diferenciados, donde las tareas de ingreso de informacion, revision y aprobacion
final de procesos financieros estan asignadas a funcionarios distintos.
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Este control de acceso es gestionado formalmente a través de la mesa de servicio,
requiriendo la autorizacion explicita del jefe inmediato o supervisor del contrato para
la activacion de funcionalidades. Esto minimiza el riesgo de errores no detectados
o0 manipulaciones no autorizadas de la informacion institucional.

e Proteccion Integral de Datos de Infancia y Adolescencia

El proceso de Formacion Artistica (Nidos y Crea) cumple con protocolos estrictos
para el tratamiento de datos de nifios, nifias y adolescentes. Se utilizan formatos
especificos de autorizacion para el uso de imagen y obras, los cuales son requisito
indispensable para la participacion en eventos o publicaciones en redes sociales.

La informacion recolectada se almacena en el sistema SIF, el cual cuenta con
campos dedicados para cargar estas autorizaciones digitales y fisicas. El acceso a
estos datos sensibles, esta restringido a un numero limitado de roles dentro de la
gerencia, garantizando la confidencialidad exigida por la Ley 1581 de 2012.

e Gestion de Inventarios y Responsabilidad de Activos

La entidad utiliza el aplicativo Sin Capital (modulo SAl) para la identificacidn y control
de sus bienes fisicos. Este sistema permite la trazabilidad completa del hardware,
asignando cada activo a un funcionario o contratista responsable ("inventario a
cargo") mediante un numero de placa y registro oficial.

El proceso de asignacién se encuentra articulado con el sistema de gestion
documental Orfeo, donde se radican los comunicados de movimiento de inventario,
para sustentar la responsabilidad del tenedor. Esta integracién asegura que cada
activo tecnologico tenga un doliente identificado dentro de la estructura
organizacional.

e Protocolo Seguro de Baja de Bienes Tecnolégicos

IDARTES cuenta con un procedimiento formal para la baja de bienes que contempla
la seguridad de la informacién, como un paso critico antes de la disposicion final.
Los equipos tecnologicos que ya no se utilizan, deben pasar por una revision técnica
especializada antes de ser retirados.

Para ejecutar la baja, se requiere obligatoriamente un concepto técnico emitido por
el area de tecnologia, el cual certifica que el equipo se encuentra en condiciones
adecuadas para el egreso y que se han realizado los procesos de resguardo o
borrado de informacion pertinente. Esto previene la fuga accidental de datos en
medios de almacenamiento descartados.

e Clasificacion de Informaciéon en Gestion Documental
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El sistema de gestion documental Orfeo, ha sido parametrizado para permitir la
clasificacion de la informacion conforme a la Ley 1712 de 2014. Los funcionarios
pueden etiquetar los radicados como publicos, clasificados o reservados segun la
naturaleza del tramite.

Se han identificado y capacitado especificamente a las unidades que manejan
series documentales sensibles, como historias laborales, procesos disciplinarios y
datos de primera infancia, para asegurar que la restriccion de acceso, sea aplicada
desde la radicacion. Esto garantiza que solo el personal competente visualice la
informacion restringida.

e Trazabilidad y Verificacion de Némina

El proceso de liquidacidon de ndmina, cuenta con niveles de seguridad que
garantizan la integridad de los pagos. El sistema SiCapital registra la "huella digital"
de cada transaccion, permitiendo identificar quién ingresé las novedades y quién
dio el visto bueno final.

Al final de cada periodo, los informes generados incluyen las firmas electrénicas de
los responsables, lo que proporciona una pista de auditoria sélida. Este mecanismo
permite realizar conciliaciones precisas y asegura que no se realicen modificaciones
salariales sin la debida cadena de revision.

e Compromisos de Confidencialidad con Terceros

La entidad extiende sus politicas de seguridad a proveedores y aliados, mediante la
inclusion de clausulas de confidencialidad en los contratos de servicios
transversales, como vigilancia y aseo. Los contratistas asumen la obligacion legal
de no divulgar informacion reservada conocida en ejercicio de sus funciones.

Para el caso del banco de expertos y jurados, es requisito obligatorio la firma de un
acuerdo de confidencialidad para acceder a las propuestas artisticas. Estos
acuerdos son revisados por la Subdireccion Juridica y quedan radicados en Orfeo
como parte del acervo documental del proceso.

e Esquema de Copias de Respaldo y Recuperacion

Se ha establecido un esquema de copias de seguridad automaticas para
plataformas criticas como SIF, las cuales se ejecutan diariamente en horas de la
madrugada. Este control asegura la disponibilidad de la informacion ante posibles
fallos técnicos o ataques de integridad.

La responsabilidad de estos respaldos recae en la OPTI, que actua como custodio
técnico de la informacion almacenada en la infraestructura institucional. La ausencia
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de solicitudes de restauracion por pérdida de datos, en el ultimo afio sugiere una
estabilidad operativa positiva del entorno tecnoldgico.

e Gestion Documental del Ciclo de Vida de la Informacion

IDARTES cumple con la normativa archivistica nacional mediante la aplicacion de
Tablas de Retencién Documental (TRD) vigentes. El proceso asegura que la
documentacion fisica y digital se conserve durante los tiempos de retencion
estipulados segun su ciclo vital.

En cuanto a la eliminacion, existe un protocolo que incluye la trituracion por
empresas certificadas, que garantizan que los documentos no puedan ser
reconstruidos. El proceso exige dejar evidencia en video y actas firmadas,
asegurando una disposicién final segura que previene la recuperacion no autorizada
de datos.

e Control de Acceso Fisico y Monitoreo

La entidad dispone de un sistema compartido de Circuito Cerrado de Televisidn
(CCTV), para el monitoreo de sus sedes y equipamientos culturales. Este sistema
combina recursos propios y servicios del contrato de vigilancia para robustecer la
seguridad fisica de los activos.

El acceso a las instalaciones, esta regulado por el uso de carné institucional y
registros en minutas de ingreso para visitantes y equipos personales. Areas
sensibles como las bodegas de almacenamiento, requieren una autorizacion
firmada por el almacenista general y el supervisor de vigilancia, elevando el nivel de
control sobre bienes criticos.

e Proceso de Paz y Salvo para Desvinculacion

IDARTES cuenta con un procedimiento formal de desvinculacion de personal, que
incluye la entrega obligatoria de activos de informacion y cierre de credenciales. Se
utiliza un formato de "paz y salvo" que requiere la firma de seis dependencias,
incluyendo sistemas, almacén y gestion documental.

Para los contratistas, este proceso se gestiona digitalmente a través del sistema
Pandora, donde se verifica el reintegro de equipos y la entrega de backups
documentales, antes de autorizar el ultimo pago. Si un funcionario incumple con
esta entrega, el caso es remitido a Control Disciplinario, asegurando que la salida
del personal no comprometa la integridad de los activos institucionales.
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6.3. OBSERVACIONES

Como resultado del ejercicio de auditoria interna realizado al Sistema de Gestion de
Seguridad y Privacidad de la Informacion (MSPI) de IDARTES, y bajo los
lineamientos técnicos de la norma NTC-ISO-IEC 27001:2022, se detallan a
continuacion las observaciones y hallazgos identificados. Este analisis integral,
producto de entrevistas directas con los lideres de proceso y una revision exhaustiva
de las evidencias documentales, tiene como fin evaluar el nivel de conformidad de
los controles organizacionales, de personas y tecnologicos. Los puntos descritos a
continuacion, reflejan tanto las capacidades actuales de la entidad, como los riesgos
criticos que requieren atencion inmediata para fortalecer la resiliencia institucional y
garantizar la proteccion de los activos de informacion.

OBS-01: Vacancia del Rol de Oficial Seguridad (CISO). (Control A.5.2)

Criterio: La norma ISO 27001:2022 exige la definicion y asignacion clara de
roles y responsabilidades para la seguridad de la informacion dentro de la
entidad.

Evidencia: Durante la entrevista con Talento Humano, se confirmé que el cargo
de "Profesional Universitario" creado en la planta temporal para liderar el MSPI,
se encuentra vacante. El proceso de contratacion fallé en septiembre de 2025 y
se estima retomar la convocatoria solo hasta mayo de 2026.

Hallazgo: Existe una brecha en la gobernanza del sistema, ya que la entidad no
cuenta actualmente con un lider o CISO formalmente vinculado para dirigir la
transicion hacia la nueva norma, lo que genera un riesgo de desatencion en la
gestion estratégica de la seguridad.

OBS-02: Manejo de Informacion Sensible sin Clasificacion ni Cifrado
(Controles A.5.12 y A.5.14)

Criterio: La informacién debe clasificarse segun su sensibilidad y los medios de
transferencia deben ser seguros para evitar divulgaciones no autorizadas.

Evidencia: El equipo de ndmina utiliza archivos paralelos en Excel con datos
financieros y personales sensibles, los cuales son compartidos via correo
electronico estandar (Gmail), sin etiquetas de clasificacion ni proteccidn por
contrasena. La funcionaria de ndmina describe que no utilizan los niveles de
clasificacion disponibles en la herramienta.
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Hallazgo: El tratamiento de la informacion no estructurada (hojas de trabajo),
durante la liquidacion de nédmina incumple los requisitos de confidencialidad y
transferencia segura, exponiendo datos personales masivos a riesgos de fuga
por error humano.

OBS-03: Deficiencia en los Atributos de Seguridad del Inventario de Activos
(Control A.5.9)

Criterio: El inventario de activos debe incluir, ademas de la identificacion fisica,
la clasificacion de seguridad y la identificacion del propietario de la informacion.

Evidencia: El sistema de inventario SAl (SiCapital), funciona exclusivamente
como un listado contable y administrativo. Se confirmd que el sistema permite
asignar un responsable fisico, pero carece de campos para registrar la
clasificacion de la informacion (Confidencialidad, Integridad, Disponibilidad).

Hallazgo: El inventario actual no cumple con el estandar de seguridad de la
informacion, al no permitir la identificacion de la sensibilidad del activo, lo que
dificulta la aplicacion de controles proporcionales al riesgo.

OBS-04: Falta de Metodologia Formal de Desarrollo de Software Seguro
(Control A.8.25)

Criterio: Deben establecerse y aplicarse reglas para el desarrollo seguro de
software y sistemas de informacién.

Evidencia: La Oficina de Tecnologia (OPTI) y los lideres de desarrollo del SIF,
manifestaron utilizar la metodologia Scrum. Sin embargo, se evidencia que no
cuentan con un ciclo de vida de desarrollo seguro (SDLC) formalizado, ni la
aplicaciéon metodologia técnica de seguridad (como OWASP) integrada en sus
procesos.

Hallazgo: El proceso de desarrollo de software se centra en la agilidad
operativa, pero carece de un marco técnico de seguridad obligatorio, lo que
incrementa el riesgo de introducir vulnerabilidades desde la fase de disefio.

OBS-05 Deficiencia en la Capacidad de Respuesta y Deteccion de Incidentes
(Controles A.5.24 y A.5.26)
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Criterio:

NTC-ISO-IEC 27001:2022, Control A.5.24: Requiere que la organizacion
planifique y prepare la gestion de incidentes mediante la definicién y
documentacion de procesos de respuesta.

NTC-ISO-IEC 27001:2022, Control A.5.26: Establece que se debe dar
respuesta a los incidentes siguiendo procedimientos técnicos documentados.

Lineamientos de Gestion de Incidentes MSPI 2025: Exige la implementacion
de planes de respuesta, que incluyan la deteccion rapida para minimizar el
impacto y restaurar servicios criticos.

Evidencia:

Durante la entrevista con el equipo de la OAPTI, se manifestdé que no se
cuenta con "Playbooks" o guias técnicas documentadas, para enfrentar
escenarios criticos especificos como Ransomware o Fuga de Informacion.

La entidad reportd oficialmente "Cero Incidentes" de seguridad
materializados durante el ultimo afio en procesos misionales vy
administrativos.

Se constatdé que, aunque se cuenta con monitoreo basico y centralizacion de
logs (ORION Kiwi Syslog), no se evidencia el uso de herramientas de
deteccion avanzada (tipo SIEM o EDR), que permitan identificar amenazas
sofisticadas o comportamientos anémalos de forma proactiva en las mas de
900 estaciones de trabajo.

Hallazgo

Existe un incumplimiento en la fase de "Preparacion" del ciclo de vida de
incidentes definido en el MSPI. La carencia de guias estandarizadas
(Playbooks), genera una alta dependencia de la idoneidad del personal y
vulnera la capacidad de respuesta oportuna ante ataques de propagacion
rapida.

El reporte de "Cero Incidentes" no es consistente con la infraestructura actual
de la entidad, lo que sugiere una incapacidad técnica de deteccion profunda
mas que una ausencia real de amenazas. Esta brecha de visibilidad técnica,
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impide la mejora continua y contraviene los principios de resiliencia digital
exigidos por la norma y el modelo nacional de seguridad.

OBS - 06 Desconexidn en la Propiedad y Aceptacion de Riesgos de Seguridad
de la Informacion (Requisitos 6.1.2, 6.1.3 (e) y 7.3.3)

Criterio:

NTC-ISO-IEC 27001:2022, Clausula 6.1.2: La organizacion debe identificar a
los duenos de los riesgos de seguridad de la informacion.

NTC-ISO-IEC 27001:2022, Clausula 6.1.3 (e): Se requiere obtener la
aprobacion de los duefios de los riesgos sobre el plan de tratamiento y la
aceptacion de los riesgos residuales.

Modelo Maestro MSPI 2025, Numeral 7.3.3: Establece que los duerios de los
riesgos deben ser los lideres de los procesos afectados y realizar la
aprobacion formal del plan de tratamiento.

Evidencia:

Durante las entrevistas con las areas misionales y de apoyo (Talento
Humano, Gestion de Circulacion, Fomento), los lideres de proceso
manifestaron de manera recurrente, que "no poseen riesgos de tecnologia
de la informacion" asociados a sus actividades.

Se evidencié que la Oficina Asesora de Planeacion y Tecnologias de la
Informacién (OAPTI), mantiene una matriz técnica de riesgos de seguridad
("documento vivo") en la que se evaluan vulnerabilidades y amenazas sobre
activos criticos como bases de datos y sistemas de informacion.

Sin embargo, el equipo de la OAPTI, confirmd en entrevista que no se ha
formalizado la notificacion ni la aceptacidn del riesgo por parte de los lideres
de los procesos (duefios de la informacion), admitiendo la falta de este
mecanismo de aprobacién en el ciclo actual de gestion.

Hallazgo:
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Se identifica un incumplimiento en la asignacién de la responsabilidad sobre
los riesgos. La entidad gestiona los riesgos de seguridad como una "bolsa"
netamente técnica bajo la custodia de la OAPTI, omitiendo la formalidad del
rol del Duefio del Riesgo (Risk Owner) en las areas funcionales.

La carencia de una notificacién formal y una respuesta de aceptacién por
parte del negocio genera un vacio de control, donde el lider del proceso
desconoce el nivel de riesgo residual, que asume al operar sus activos de
informacion (ej. SIF, Orfeo, Pandora). Esta situacion contraviene la
metodologia institucional y los requisitos de gobernanza de la norma I1SO
27001, impidiendo que la Alta Direccién tome decisiones informadas sobre la
asignacion de recursos para el tratamiento de riesgos criticos.

OBS-07 Vacio en la Gobernanza y Gestion de la Proteccion de Datos
Personales (Controles A.5.2 y A.5.34)

Criterio:

ISO/IEC 27001:2022, Control A.5.2 (Roles y responsabilidades de seguridad
de la informacion): Los roles y responsabilidades de seguridad de la
informacion deben asignarse y comunicarse dentro de la organizacion.

ISO/IEC 27001:2022, Control A.5.34 (Privacidad y proteccion de la Pll): La
organizacion debe identificar y cumplir los requisitos relacionados con la
preservacion de la privacidad y la proteccion de la informacion de
identificacion personal (Pll) de acuerdo con las leyes y reglamentos
aplicables.

Documento Maestro MSPI 2025 (Numeral 6.1): Define el rol del Oficial de
Proteccion de Datos Personales (OPD) como el encargado de velar por la
implementacion efectiva de las politicas y procedimientos para cumplir el
Régimen de Proteccion de Datos Personales de Colombia.

Ley 1581 de 2012: Marco legal nacional para la proteccidon de datos
personales.

Evidencia:

En entrevista con la Subdireccién Juridica, se manifestd que actualmente
existe un "vacio" en la aplicacién de la politica de protecciéon de datos




Cadigo: EI-F-02

EVALUACION INDEPENDIENTE
Fecha: 11/03/2023

"PEBSGOTAD G, FORMATO , Version: 3
“instito ittal de a5 Aes. INFORME AUDITORIA DE GESTION Pagina: 17 de 24

personales y que el rol del oficial esta en proceso de analisis para determinar
su perfil e idoneidad.

El equipo de la Oficina Asesora de Planeacion y Tecnologias de la
Informacion (OAPTI) confirmo que las actividades de proteccion de datos
quedaron en el "limbo" tras la desvinculacion de un abogado contratado
anteriormente por Juridica para este fin.

Se evidencio incertidumbre administrativa entre los procesos de Planeacion
y Juridica, respecto a la responsabilidad directa sobre la actualizacion y
liderazgo de la Politica de Proteccion de Datos Personales.

A pesar de contar con aproximadamente 400 bases de datos registradas ante
la Superintendencia de Industria y Comercio (SIC), no hay un funcionario o
equipo asignado para realizar el reporte de novedades o la gestion de
incidentes especificos de datos personales.

Hallazgo :

Existe un incumplimiento en la estructura de gobernanza del Sistema de
Gestion de Seguridad y Privacidad de la Informacion (SGSPI), debido a la
ausencia de un Oficial de Proteccion de Datos Personales (OPD) o
responsable designado. Esta carencia ha provocado la suspension de
actividades criticas, como la actualizacion de la Politica de Proteccion de
Datos y el monitoreo de bases de datos ante la SIC.

La falta de claridad en la asignacion del rol entre las areas Juridica y
Planeacion, vulnera la capacidad de la entidad para garantizar la privacidad
de los datos de ciudadanos y artistas, contraviniendo el control A.5.34 de la
norma I1SO 27001:2022 y los lineamientos obligatorios del MSPI 2025 para
entidades del Estado.

Riesgo Asociado: Probabilidad de sanciones legales por parte de la autoridad
de control (SIC), inadecuado tratamiento de datos sensibles de nifios, nifias
y adolescentes en programas misionales (Nidos y Crea), e incapacidad de
respuesta efectiva ante incidentes de fuga de informacion personal.

OBS-08 Debilidad en la Estandarizaciéon de Roles y Perfiles en el Sistema
Orfeo (Controles A.5.15y A.5.18)

Criterio:
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NTC-ISO-IEC 27001:2022, Control A.5.15 (Control de acceso): Se debe
establecer, documentar y revisar una politica de control de acceso, con base
en los requisitos del negocio y de seguridad de la informacion.

NTC-ISO-IEC 27001:2022, Control A.5.18 (Derechos de acceso): Se debe
restringir y controlar la asignacion y uso de derechos de acceso.

Documento Maestro MSPI 2025 (Lineamientos de Roles vy
Responsabilidades): La definicion de roles es fundamental para establecer
tareas precisas, minimizar ambiguedades y reducir el riesgo de imprecisiones
en la ejecucion de funciones.

Evidencia:

Durante la entrevista con el equipo de Gestion Documental, el administrador
del sistema Orfeo indica claramente: "no existe una estandarizacién de roles
y perfiles, sino que lo que se tiene es activaciones funcionales, de acuerdo a
las necesidades de cada persona en su actividad por proceso".

Se constatd que la asignacion de permisos se basa en la solicitud del jefe
inmediato de cada area, quien decide “qué” funcionalidades requiere cada
persona bajo su cargo en un momento determinado.

El proceso de creacion de usuarios e implementacion de funcionalidades, se
ejecuta de forma manual a través de la mesa de servicio, tras la validacion
administrativa del supervisor del contrato o jefe.

Informacién entregada por la Oficina de Tecnologias de la Informacion (OPTI)
de roles y perfiles de las aplicaciones de Pandora y Orfeo

Hallazgo:

Se identifica una debilidad en la gobernanza de accesos para la aplicacion
critica Orfeo. La ausencia de una matriz de perfiles estandarizada, impide
que las reglas de acceso se basen en requisitos técnicos y de seguridad
predefinidos por la entidad, derivando en un modelo de gestion "ad-hoc".

Al no existir perfiles definidos por cargo o funcion, la asignacién de derechos
queda sujeta al criterio individual del jefe de area, lo que incrementa el riesgo
de acumulacion de privilegios (privilege creep) y dificulta la realizacion de
auditorias de cumplimiento efectivas sobre quién tiene acceso a qué
informacion y por qué motivo de negocio.
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Esta practica contraviene el principio de minimo privilegio y la exigencia de
la norma de contar con reglas de control de acceso documentadas y basadas
en el riesgo institucional.

OBS-09 Ausencia de Controles Formales y Protocolos de Seguridad en
Plataformas Sectoriales Externas (Controles A.5.19 y A.5.23)

Criterio:

NTC-ISO-IEC 27001:2022, Control A.5.19 (Seguridad de la informacién en
las relaciones con los proveedores): Los requisitos de seguridad para mitigar
los riesgos asociados con el acceso de proveedores a los activos de la
organizacion se deben acordar y documentar.

NTC-ISO-IEC 27001:2022, Control A.5.23 (Seguridad de la informacion para
el uso de servicios en la nube): Los procesos de adquisicion, uso y gestion
de servicios externos, deben establecerse de acuerdo con los requisitos de
seguridad de la informacion de la organizacion.

Modelo de Seguridad y Privacidad de la Informacion (MSPI) 2025: Establece
que la gestion de seguridad con proveedores debe abordarse de forma
integral, incluyendo requisitos contractuales, evaluacion de riesgos y
medidas técnicas especificas.

Evidencia:

Durante las entrevistas con los procesos de Circulacion y Fomento, se
evidencio una dependencia critica de la plataforma CultuRed y sus modulos
asociados, los cuales son administrados y autorizados externamente por la
Secretaria de Cultura.

Se confirmoé que IDARTES no ejerce control directo sobre la administracion,
creacion o revocacion de usuarios en estas plataformas, ni posee visibilidad
sobre los controles de integridad aplicados a los datos institucionales alli
alojados.

Los auditados manifestaron que la Secretaria de Cultura se encuentra aun
en proceso de definicibn de los protocolos formales para la solicitud de
usuarios, lo que implica que el intercambio de informacién y el acceso a datos
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sensibles como insumos al proceso que se realiza actualmente sin un marco
operativo estandarizado.

» Hallazgo :

o En esta observacion se identifica un riesgo de cumplimiento normativo y
operativo debido a la falta de acuerdos de nivel de servicio (SLA) técnicos y
protocolos de seguridad formalizados con la Secretaria de Cultura para el
uso de plataformas compartidas.

e La entidad opera bajo un modelo de confianza ciega hacia el tercero
administrador, vulnerando el principio de responsabilidad compartida definido
en el MSPI, donde la entidad debe verificar que los controles aplicados por
terceros, estén alineados con su propio plan de tratamiento de riesgos.

e La ausencia de la socializacién del entendimiento técnicos o protocolos
documentados para la gestion de incidentes y el control de accesos en estas
plataformas externas, impide garantizar la integridad de estos insumos
gestionados por IDARTES.

7. CONCLUSIONES

Madurez Documental vs. Vacio de Liderazgo Operativo: IDARTES demuestra un
avance significativo en la alineacion de su Plan Estratégico de Tl (PETI) con los
objetivos de seguridad y la actualizacion de sus politicas internas. No obstante, la
vacancia actual del rol de Oficial de Seguridad (CISO) representa una debilidad
critica en la gestion, ya que la ausencia de un lider formalmente vinculado dificulta
la transicion efectiva hacia la norma 27001:2022 y delega la responsabilidad
estratégica en un equipo técnico que actua bajo un esquema de "arte y parte".

Capacidad de Deteccion y Falso Sentido de Seguridad: La gestion técnica ha
logrado centralizar logs y realizar escaneos de vulnerabilidades perioddicos ; sin
embargo, el reporte de "Cero Incidentes" en el ultimo afio, ante la falta de
herramientas de deteccion profunda (tipo SIEM o EDR), sugiere una incapacidad
técnica de visibilidad mas que una ausencia real de amenazas. La gestion debe
migrar de un monitoreo de disponibilidad a uno de deteccion de comportamientos
anomalos para garantizar la verdadera resiliencia del sistema.

La ausencia de un Oficial de Seguridad (CISO) y un Oficial de Proteccion de Datos
(DPO) formales, ha derivado en una gestion de riesgos administrativa (cumplir el
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papel) en lugar de técnica (anticipar el ataque). La sensacién de falsa seguridad
("no tenemos incidentes") es el mayor riesgo latente, pues la entidad no esta
preparada procedimentalmente para responder cuando un incidente
inevitablemente ocurra.

Fortalecimiento del Ciclo de Vida de Desarrollo y Dependencias Externas: Se
propone integrar formalmente una Metodologia de Desarrollo Seguro (S-SDLC) que
obligue a realizar pruebas de seguridad desde el disefio y no solo antes del
despliegue. Complementariamente, es imperativo formalizar Memorandos de
Entendimiento Técnicos con la Secretaria de Cultura para las plataformas externas
(CultuRed), asegurando que IDARTES establezca protocolos de interaccién sobre
la administracion de accesos y la integridad de los datos de los artistas y
ciudadanos.

8. RECOMENDACIONES

Retomar y concluir el proceso de vinculacion de oficial de seguridad: Es prioritario
completar la contratacién de la persona encargada de dirigir la seguridad de la
informacion, ya que actualmente el puesto esta vacio. Sin este lider, la entidad no
tiene una cabeza estratégica que tome las decisiones necesarias para protegernos
contra riesgos digitales, o que podria retrasar la actualizacion de nuestras defensas
segun las nuevas normas nacionales.

Asegurar el manejo de la ndbmina y datos sensibles: Debemos cambiar de inmediato
la forma en que se comparten los archivos de Excel con informacién de sueldos y
datos personales a través del correo electronico. Se recomienda dejar de enviar
estos archivos como adjuntos simples y empezar a usar carpetas digitales seguras
con llaves de acceso o ponerles contrasefias obligatorias, evitando asi que un error
humano al escribir una direccion de correo exponga la vida privada de los
trabajadores.

Saber qué informacion es la mas valiosa en el inventario: El listado actual de
computadores y programas debe incluir una marca que diga qué tan secreta o
importante es la informacién que contienen. Hoy solo sabemos a quién le
entregamos cada equipo para temas de contabilidad, pero no sabemos cuales
guardan los datos mas delicados, lo que nos impide darles una proteccidn especial
a los que mas lo necesitan.

Construir programas informaticos mas resistentes: Al crear o mejorar las
aplicaciones de la entidad, debemos incluir pruebas de seguridad desde el primer
dia de disefio y no solo al final. No es suficiente con que el sistema funcione rapido;
hay que asegurar que esté construido con "cerrojos digitales" internos para que sea
dificil de atacar, siguiendo guias internacionales que eviten fallas que luego sean
costosas de arreglar.
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Crear manuales para actuar ante ataques digitales: Necesitamos guias escritas que
digan paso a paso qué debe hacer el equipo técnico si sufrimos un ataque grave,
como el secuestro de informacion o la pérdida de datos. No podemos depender solo
de la memoria del personal; estos manuales de emergencia son como los de un
simulacro de incendio, pero para nuestra red, y nos permitiran reaccionar rapido
para que el servicio no se detenga por mucho tiempo.

Formalizar el uso de aplicaciones de otras entidades: Es necesario firmar acuerdos
oficiales con la Secretaria de Cultura para definir como se cuidan los datos en
plataformas compartidas como CultuRed. Actualmente dependemos de ellos, pero
IDARTES no tiene control sobre quién entra o como se protegen esos datos; estos
acuerdos deben dejar claro quién responde si algo falla y asegurar que la
informacion de nuestros artistas siempre esté segura.

Definir un Unico responsable para la privacidad de datos: La direccion debe
formalizar qué oficina (Juridica o Planeacién) es la encargada de liderar la
proteccion de datos personales de los ciudadanos. Actualmente hay una confusion
sobre quién tiene el mando, y este vacio de poder puede causar que incumplamos
leyes nacionales o que no reportemos a tiempo nuestras bases de datos ante las
autoridades de control.

Controlar cada cambio en los sistemas de computo: Debemos hacer obligatorio que,
antes de cualquier cambio importante en nuestras redes o servidores, se registre y
se evalue si ese ajuste puede abrir un hueco de seguridad, ya que actualmente este
procedimiento no se esta aplicando formalmente. Es urgente corregir los fallos
reportados en el sistema Pandora, especificamente la duplicidad de registros y los
errores en las consultas que dejan a la vista el codigo interno de la herramienta, lo
cual compromete seriamente la privacidad de la tecnologia institucional. A veces,
por arreglar algo con rapidez, se pueden debilitar las defensas de la entidad sin que
lo notemos; por tanto, un control ordenado de estos cambios nos permitira evitar
caidas inesperadas y garantizar que las aplicaciones funcionen siempre de manera
segura y confiable
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ANEXO N°.1: DETALLE OBSERVACIONES

# OBSERVACION DESCRIPCION DETALLADA POSIBLE
RESPONSABLE

1 | Vacancia del El cargo de "Profesional Universitario" | Talento
Rol de Oficial creado para liderar el MSPI esta | Humano/
de Seguridad vacante desde septiembre de 2025.  OAPTI
(CISO) Esta brecha en la gobernanza genera

un riesgo critico en la gestion
estratégica y la transicion normativa.

2 | Manejo Uso de archivos Excel con datos | Talento
Inseguro de financieros y personales sensibles | Humano
Informacién de | compartidos via Gmail sin | (Némina)
Némina clasificacion, cifrado, ni proteccion por

contrasena, contraviniendo los
controles de transferencia segura.

3 | Deficiencia en El sistema SAI (Sin Capital) opera bajo | OAPTI /
Atributos del un enfoque netamente contable y | Almacén
Inventario de administrativo. Carece de campos
Activos para la clasificacion de seguridad

(Confidencialidad, Integridad y
Disponibilidad).

4 | Falta de El desarrollo de software (ej. SIF) | OAPTI (Gestion
Metodologia de | utiliza Scrum para agilidad, pero no | de Software)
Desarrollo integra un ciclo de vida de desarrollo
Seguro seguro (SDLC) ni metodologias

técnicas como OWASP para prevenir
vulnerabilidades desde el disefio.

5 | Deficiencia en Inexistencia de "Playbooks" técnicos A OAPTI
Deteccion y documentados para escenarios de alto | (Seguridad
Respuesta a impacto. EI reporte de "Cero | Informatica)
Incidentes Incidentes" sugiere una incapacidad

técnica de deteccion profunda ante la
falta de herramientas tipo SIEM o
EDR.

6 | Desconexién en | Los lideres de procesos funcionales | Lideres de
la Propiedad de | desconocen o niegan poseer riesgos | Proceso /
los Riesgos de TI. La OAPTI gestiona la matriz de | OAPTI

riesgos de forma técnica sin una
notificacion formal ni aceptacion de
riesgos residuales por parte de los
duenos del negocio.
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# OBSERVACION DESCRIPCION DETALLADA POSIBLE
RESPONSABLE

7 | Vacioen la Incertidumbre administrativa entre | Subdireccion
Gobernanza de | Juridica y Planeacion tras la salida del | Juridica /
Proteccion de abogado encargado. Actualmente no | OAPTI
Datos hay un responsable (OPD) para la

actualizacion de la politica ni el reporte
de novedades ante la SIC.

8 | Debilidad en No existe una matriz de perfiles | Gestion
Estandarizaciéon | estandarizada para Orfeo. Las | Documental/
de Roles activaciones funcionales se realizan | OAPTI
(Orfeo) de forma manual y "ad-hoc" segun

criterio de cada jefe, incrementando el
riesgo de acumulacién de privilegios.

9 | Ausencia de Dependencia critica de plataformas | OAPTI/
Controles en administradas por la Secretaria de | Subdireccion
Plataformas Cultura (CultuRed) sin memorandos | Juridica
Externas de entendimiento técnicos, protocolos

de acceso o acuerdos de nivel de
servicio (SLA) formalizados.
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